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Part: A 

1: Which type of key is used by Rights Management to encrypt a document? 

A.A 256 bit AES Symmetric key. 

B.A 128 bit AES Symmetric key. 

C.A 128 bit AES Asymmetric key. 

D.The private key portion of a 1024 bit Asymmetric key pair. 

Correct Answers: B 

 

2: A user is listed as a document publisher in a policy set. Which task can they complete? 

A.Create a policy within the policy set. 

B.Apply any policy to any PDF document. 

C.Apply a policy to a PDF document they have created. 

D.Apply any policy from the policy set to any PDF document. 

Correct Answers: D 

 

3: Which two permissions does a document publisher have and a regular policy member does 

NOT have? (Choose two.) 

A.extract data 

B.switch policy 

C.delete document 

D.revoke document 

E.document modify 

F.filling in form fields and signing 

Correct Answers: B D  

 

4: You are creating a policy set. At which level can you specify Visible Users and Groups? 

A.group 

B.domain 

C.individual user 

D.organizational unit 

Correct Answers: B 

 

5: Assuming they have the switch policy permission, which two users can revoke a PDF document? 

(Choose two.) 

A.document recipient 

B.document publisher 

C.document distributor 

D.policy set coordinator 

Correct Answers: B D  

 

6: Which statement about the users specified in the Visible Users and Groups category is true? 

A.They can create policies in the policy set. 

B.They can be included as principals in a policy. 



C.They can apply a policy from the policy set to a PDF. 

D.They can open a PDF document that has been protected with a policy from the policy set. 

Correct Answers: B 

 

7: You want to process (i.e. extract data) a policy protected PDF document that is on a server. 

Which operation is necessary prior to processing the PDF document? 

A.Revoke license 

B.Remove Policy Security 

C.Unlock Policy Protected PDF 

D.Set Value that writes the document into a temporary variable 

Correct Answers: C 

 

8: With which does the workspace-theme.swf need to be directly packaged? 

A.workpace-runtime.swc 

B.adobe-livecycle-jboss.ear 

C.adobe-workspace-client.ear 

D.adobe-workspace-client.war 

Correct Answers: D 

 

9: You are customizing styles by using the lc.css style sheet. What is represented by any style that 

is in lower case beginning with a dot (for example, .loginSplash)? 

A.The Selector. 

B.A global style. 

C.A Component (Class). 

D.A stylename property of a Component. 

Correct Answers: D 

 

10: What does the package lc.domain contain? 

A.The interfaces that are used to communicate with LiveCycle ES server. 

B.The classes that are used to communicate with LiveCycle ES server directly. 

C.The classes that encapsulate LiveCycle ES business concepts such as tasks, endpoints, queues. 

D.The interfaces that are used to expose the LiveCycle ES business concepts such as tasks, 

endpoint, queues. 

Correct Answers: D 

 

11: You are validating a document certification signature created with a GeoTrust\VeriSign 

certificate using LiveCycle Digital Signatures ES. Which two statements about configurations that 

must exist in the Trust Store are correct? (Choose two.) 

A.The Trust for Identity certificate trust setting must be enabled. 

B.The credential of the signer must be added to the Trust Store. 

C.The Trust for signature certificate trust setting must be enabled. 

D.The CDS Root certificate (.CER) must reside in the Trust Store. 

E.The Trust for Certify Signature certificate trust setting must be enabled. 

Correct Answers: D E  



 

12: You are creating a service to validate a signature applied to a PDF document. Which type of 

variable can be used to store the validation? 

A.String 

B.PDFSignatureValidationResult 

C.XMLSignatureVerificationResult 

D.PDFSignatureVerificationResult 

Correct Answers: D 

 

13: You are using the Certify PDF operation. The Certifying Credential property is set as a literal 

value. Which information must you supply? 

A.The name of the P12 or PFX file. 

B.The name of the entity for which the credentials were created. 

C.The alias value entered in the certificates section of the Trust Store. 

D.The alias value entered in the Credentials section of the Trust Store. 

Correct Answers: D 

 

14: You are applying a signature by using LiveCycle Digital Signatures ES. What must reside in 

the Trust Store? 

A.CRL 

B.HSM configuration 

C.The credential of the signer. 

D.The certificate of the signer. 

Correct Answers: C 

 

15: What are three reasons for why you would create a custom guide using Flex Builder? (Choose 

three.) 

A.To create a Rich Internet Application (RIA). 

B.Extend beyond the form guide customizing options avalable in Guide Builder. 

C.To remove functionality that is currently available in the default form guides that ship with 

Guide Builder. 

D.Add additional functionality that is currently not available in the default form guides that ship 

with Guide Builder. 

Correct Answers: B C D  

 

16: Which version of Flex Builder and the Flex Builder SDK are required to create a custom guide? 

(Choose two.) 

A.Flex Builder 2.0 or higher 

B.Flex Builder 2.01 or higher 

C.Flex Builder SDK 2.0 or higher 

D.Flex Builder SDK 2.5 or higher 

Correct Answers: B D  

 

17: Which must be configured prior to creating a TaskManager endpoint for an existing service? 



A.A form 

B.A Category 

C.An end user 

D.Task instructions 

Correct Answers: B 

 

18: Which type of endpoint must be configured to use LiveCycle Workspace ES? 

A.EJB 

B.E-Mail 

C.TaskManager 

D.Flex Remoting 

E.Watched Folder 

F.SOAP (Web Services) 

Correct Answers: C 

 

19: Which three invocation methods are enabled by default? (Choose three.) 

A.EJB 

B.E-Mail 

C.TaskManager 

D.Flex Remoting 

E.Watched Folder 

F.SOAP (Web Services) 

Correct Answers: A D F  

 

20: Which statement best describes a digital signature? 

A.It is used to encrypt data. 

B.It is a message digest that has been encrypted. 

C.It is a graphic of a signature placed on a document. 

D.It is a message digest that has been appended to a document. 

Correct Answers: B 

 


