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Which set of tasks must be performed on Oracle Privileged Account Manager (OPAM)
when integrating OPAM with Oracle Identity Manager (OIM)? (Choose the best answer.)
 
 
A. Use a specific OPAM account on an OPAM target, assign one or more LDAP groups to
the OPAM account, and use OIM to add and remove users in the LDAP group. 
B. Use a specific OPAM account on an OPAM target, assign one or more database roles to
the OPAM account, and use OIM to add and remove users in the database roles group. 
C. Use a specific OPAM account on an OPAM target, assign one or more UNIX groups to
the OPAM account, and use OIM to add and remove users in the UNIX group. 
D. Use a specific OPAM group on an OPAM target, assign one or more LDAP accounts to
the OPAM group, and use OIM to add and remove users in the LDAP account. 
E. Use a specific OPAM group on an OPAM target, assign one or more database accounts
to the OPAM group, and use OIM to add and remove users in the database account. 
 

Answer: C

 

 

Identify two key benefits provided by Oracle Identity Governance Suite integration. (Choose
two.)
 
 
A. Cost-effective enforcement and attestation to regulatory requirements 
B. Increased user productivity through immediate access to key applications and systems,
while enforcing security policies. 
C. Introduction of fraud-detection capabilities 
D. Providing an all-in-one directory solution 
E. Introduction of an embedded Oracle Adaptive Access Manager instance 
 

Answer: A,B
Reference:http://www.oracle.com/us/products/middleware/identity-
management/governance/oracle-identity-governance-ds-1708140.pdf(page 1, see key
features and key benefits)
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Suppose that you run the RBACX SQL schema query to set up the Oracle Identity
Analytics database using the rbacxservice database account user ID.
 
 
Which task is required to allow the RBACX application to access the data after loading?
(Choose the best answer.)
 
 
A. Add a new field to therbacxservice.endpointstable to allow access through proxy
assignments. 
B. Add a new field to therbacxservice.globaluser_rolestable to allow access through proxy
assignments. 
C. Thejdbc.usernameproperty in thejdbc.propertiesfile must match the database account
name. 
D. Thejdbc.usernameandjdbc.passowrdproperties in thejdbc.propertiesfile must match the
database account name and password. 
 

Answer: C

 

 

Suppose that you are customizing reconciliation for a connector. Identify the configuration
where you need to make the choice for trusted reconciliation. (Choose the best answer.)
 
 
A. Process Definition 
B. Reconciliation Rule Builder 
C. Lookup Definition 
D. Resource Object Definition 
E. IT Resource Type 
 

Answer: A
Reference:http://docs.oracle.com/cd/E40329_01/dev.1112/e27150/reconsched.htm#OMDE
V3213
 
 

 

 

In Oracle Identity Manager, the approval policy is built based on approval policy rules. How
many rules can be configured in an approval policy?(Choose the best answer.)
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A. 2 
B. 3 
C. 5 
D. 1 
E. 10 
 

Answer: D

Explanation:  

There is only one approval policy rule per approval policy. The rules can be complex,

containing multiple conditions and other rules. The rules do not exist as independent

entities and cannot be reused in any other approval policy. There is no default rule for an

approval policy. 
Reference:http://docs.oracle.com/cd/E21764_01/doc.1111/e14316/appr_policies.htm#OMU
SG2264
 
 

 

 

How can you provision to a resource when Oracle Identity Manager cannot connect to that
resource?(Choose the best answer.)
 
 
A. By creating a custom resource project 
B. By using a disconnected resource model 
C. By opening a service request or a ticket 
D. Provisioning is not supported for such resources. 
 

Answer: A
Reference:http://docs.oracle.com/cd/E25054_01/doc.1111/e14316/accesspolicies.htm#CJ
AICEBH
 
 
 

 

 

After you add the “Cost Center” field to the registration page in Oracle Identity Manager
(OIM) self-service interface, the customer asks you to reorder the fields and move this new
input text box to the bottom of the form. Which sequence of steps do you use to reorder the
form objects using the ADF web-based composer? (Choose the best answer.)
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A. Select the form. Edit<>panelForm.On the Style components tab, change the order. 
B. Select the form. Edit<>panelFormLayout.On the child components tab, change the
order. 
C. Select the form. Edit<>panelForm.On the child components tab, change the order. 
D. Select the form. Edit<>panelFormLayout. On the Style components tab, change the
order. 
E. Select the form. Edit<>panelLayout. On the Style components tab, change the order. 
 

Answer: D

 

 

Which three configurations must be made before Oracle Identity Manager (OIM) Bulk Load
Post Processing Scheduled Task can provision a resource to a user (created by the Bulk
Load utility)? (Choose three.)
 
 
A. Role for created users 
B. Access Policy for resource to be provisioned 
C. Approval Policy for approvals 
D. Process Definition 
E. Reconciliation Matching Rule 
F. Role Membership Rule 
 

Answer: B,C,D

 

 

Which statement is true about the “closed-loop remediation” aspect of access certification
when using Oracle Identity Analytics (OIA)? (Choose the best answer.)
 
 
A. After a certification cycle completes, the audit information can be viewed, so the
remediation loop is closed. 
B. After a reviewer rejects access during a certification cycle, an automated request can be
sent to the provisioning service to remediate access, so the remediation loop is closed. 
C. After a reviewer rejects access during a certification cycle, the user in violation can
remediate access, so the remediation loop is closed. 
D. After a certification cycle completes, the user can request additional access, so the
remediation loop is closed. 
E. Self-remediation is allowed by default for Oracle Identity Governance when integrating
Oracle Identity Analytics and Oracle Identity Manager. 

Question No : 8
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Answer: D

 

 

Identify a way to assign access policies to users in Oracle Identity Manager (OIM).(Choose
the best answer.)
 
 
A. Access policies are assigned to users in the User Administrationscreen. 
B. Access policies are assigned to roles during the configuration of access policies. 
C. Access policies are assigned to users during the configuration of access policies. 
D. Access policies are assigned to users when users are created. 
 

Answer: B

 

 

What Oracle Identity Manager (OIM) configuration is required to tie an approval workflow to
the provisioning request generated through an access policy? (Choose the best answer.)
 
 
A. The request type selected in the approval policy for “Access Policy
BasedApplicationInstance Provisioning” defines the workflow to be executed. 
B. The SOA composite workflow defines the access policy to be used. 
C. The access policy defines which SOA composite workflow is used. 
D. The role definition defines what workflow needs to be initiated. 
 

Answer: A

 

 

What happens when a provisioning process is triggered for a disconnected resource in
Oracle Identity Manager (OIM)?(Choose the best answer.)
 
 
A. An administrator is notified that provisioning cannot be completed. 
B. A resource is provisioned immediately. 
C. A disconnected provisioning SOA composite is triggered. 
D. The process is marked complete, but the resource is not provisioned. 
 

Question No : 10

Question No : 11

Question No : 12

Dumps with VCE and PDF (+Free VCE Software)

www.ensurepass.com



Answer: C
Reference:https://docs.oracle.com/cd/E27559_01/admin.1112/e27149/appinstance.htm#O
MADM4527
 
 

 

 

Identify three types of events that can trigger the provisioning process.(Choose three.)
 
 
A. Provisioning triggered by catalog changes 
B. Direct provisioning 
C. Provisioning triggered by role policy changes 
D. Provisioning triggered by access policy changes 
E. Request-based provisioning 
F. Provisioning triggered by access rule changes 
 

Answer: D,E,F

 

 

What Oracle product component is required to integrate Oracle Identity Manager for LDAP
sync?(Choose the best answer.)
 
 
A. Oracle Internet Directory 
B. Oracle Virtual Directory 
C. Oracle Unified Directory 
D. Oracle Directory Server Enterprise Edition 
 

Answer: A

 

 

Identify the three features provided by Oracle Identity Governance Suite that help to reduce
the total cost of ownership for organizations. (Choose three.)
 
 
A. User Self-Service 
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B. Simplifying audit tasks 
C. Real-time external authorization based on XACML 
D. Streamlining of future version upgrades 
E. Risk-based authentication and proactive real-time fraud prevention 
 

Answer: A,B,D
Reference:http://www.oracle.com/us/products/middleware/identity-
management/governance/oracle-identity-governance-ds-1708140.pdf(page 1 oracle
identity governance)
 
 

 

 

What happens when target reconciliation is run against a resource that contains an account
for users who do not exist in Oracle Identity Manager? (Choose the best answer.)
 
 
A. No information is brought over from the target resources to Oracle Identity Manager, and
nothing happens. 
B. A reconciliation event is generated in Oracle Identity Manager with a status of No User
Match Found. 
C. The reconciliation administrator is notified with the error message “Account
Reconciliation User xxx: does not exist.” 
D. A new user identity for the account owner is automatically created in Oracle Identity
Manager, and the target resource is provisioned. 
 

Answer: B
Reference:http://docs.oracle.com/cd/E27559_01/dev.1112/e27150/reconsched.htm#OMDE
V4674
 
 
 

 

 

Which statement is true about changing the state of an audit rule in Oracle Identity
Analytics (OIA)? (Choose the best answer.)
 
 
A. The audit rule state cannot be changed when it is defined as part of an active audit
policy. 
B. The audit rule state can be changed to “decommissioned,” and all information about the
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rule is purged. 
C. The audit rule state can be changed to “decommissioned” and can never be changed to
“active” again. 
D. The audit rule state can be changed to “decommissioned” and can later be changed to
“active” only after being approved by the policy owner. 
 

Answer: C
Reference:https://docs.oracle.com/cd/E24179_01/doc.1111/e23369/oiaidentityaudit.htm#OI
AAD313(see the note)
 

 

 

Identify the statement that is true about an access policy in Oracle Identity Manager.
(Choose the best answer.)
 
 
A. It contains detailed information about resources. 
B. It contains detailed information about roles. 
C. It is used to automate the provisioning of target systems to users. 
D. It contains connection information about resources. 
 

Answer: C
Reference:http://docs.oracle.com/cd/E25054_01/doc.1111/e14316/accesspolicies.htm
 
 
 

 

 

Which two statements are true about creating audit policies in Oracle Identity Analytics
(OIA)?(Choose two.)
 
 
A. A policy owner is specified to remediate all policy violations. 
B. All audit policies are created by specifying one or more audit rules. 
C. A primary remediator and default remediator are specified to remediate all policy
violations. 
D. All audit policies are created by specifying exactly one audit rule. 
E. A data owner is specified to remediate all policy violations. 
 

Answer: C,E
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