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QUESTION 1 
You have an Azure Active Directory (Azure AD) tenant named contoso.com. 
 
You need to ensure that Azure AD External Identities pricing is based on monthly active users 
(MAU). 
 
What should you configure? 
 
A. an access review 
B. the terms or use 
C. a linked subscription 
D. a user flow 
 
Correct Answer: C 
 
 
QUESTION 2 
You have an Azure Active Directory (Azure AD) tenant named contoso.com that contains an 
Azure AD enterprise application named App1. 
 
A contractor uses the credentials of user1@outlook.com. 
 
You need to ensure that you can provide the contractor with access to App1. The contractor must 
be able to authenticate as user1@outlook.com. 
 
What should you do? 
 
A. Run the New-AzADUser cmdlet. 
B. Configure the External collaboration settings. 
C. Add a WS-Fed identity provider. 
D. Create a guest user account in contoso.com. 
 
Correct Answer: D 
 
 
QUESTION 3 
Note: This question is part of a series of questions that present the same scenario. Each question 
in the series contains a unique solution that might meet the stated goals. Some question sets 
might have more than one correct solution, while others might not have a correct solution. 
 
After you answer a question in this section, you will NOT be able to return to it. As a result, these 
questions will not appear in the review screen. 
 
You have a Microsoft 365 tenant. 
 
You have 100 IT administrators who are organized into 10 departments. 
 
You create the access review shown in the exhibit. (Click the Exhibit tab.) 
 
You discover that all access review requests are received by Megan Bowen. 
 
You need to ensure that the manager of each department receives the access reviews of their 
respective department. 
 
Solution: You set Reviewers to Member (self). 
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Does this meet the goal? 
 
A. Yes 
B. No 
 
Correct Answer: B 
 
 
QUESTION 4 
You have an Azure Active Directory (Azure AD) tenant that syncs to an Active Directory domain. 
 
The on-premises network contains a VPN server that authenticates to the on-premises Active 
Directory domain. The VPN server does NOT support Azure Multi-Factor Authentication (MFA). 
 
You need to recommend a solution to provide Azure MFA for VPN connections. 
 
What should you include in the recommendation? 
 
A. Azure AD Application Proxy 
B. an Azure AD Password Protection proxy 
C. Network Policy Server (NPS) 
D. a pass-through authentication proxy 
 
Correct Answer: C 
 
 
QUESTION 5 
You have an Azure Active Directory (Azure AD) tenant named contoso.com. 
 
All users who run applications registered in Azure AD are subject to conditional access policies. 
 
You need to prevent the users from using legacy authentication. 
 
What should you include in the conditional access policies to filter out legacy authentication 
attempts? 
 
A. a cloud apps or actions condition 
B. a user risk condition 
C. a client apps condition 
D. a sign-in risk condition 
 
Correct Answer: C 
 
 
QUESTION 6 
Note: This question is part of a series of questions that present the same scenario. Each question 
in the series contains a unique solution that might meet the stated goals. Some question sets 
might have more than one correct solution, while others might not have a correct solution. 
 
After you answer a question in this section, you will NOT be able to return to it. As a result, these 
questions will not appear in the review screen. 
 
You have a Microsoft 365 tenant. 
 
All users must use the Microsoft Authenticator app for multi-factor authentication (MFA) when 
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accessing Microsoft 365 services. 
 
Some users report that they received an MFA prompt on their Microsoft Authenticator app without 
initiating a sign-in request. 
 
You need to block the users automatically when they report an MFA request that they did not 
initiate. 
 
Solution: From the Azure portal, you configure the Notifications settings for multi-factor 
authentication (MFA). 
 
Does this meet the goal? 
 
A. Yes 
B. No 
 
Correct Answer: B 
 
 
QUESTION 7 
You have a Microsoft 365 tenant. 
 
You currently allow email clients that use Basic authentication to conned to Microsoft Exchange 
Online. 
 
You need to ensure that users can connect t to Exchange only run email clients that use Modern 
authentication protocols. 
 
What should you implement? 
 
You need to ensure that use Modern authentication 
 
A. a compliance policy in Microsoft Endpoint Manager 
B. a conditional access policy in Azure Active Directory (Azure AD) 
C. an application control profile in Microsoft Endpoint Manager 
D. an OAuth policy in Microsoft Cloud App Security 
 
Correct Answer: B 
 
 
QUESTION 8 
You have a Microsoft 365 tenant. 
 
The Azure Active Directory (Azure AD) tenant syncs to an on-premises Active Directory domain. 
 
You plan to create an emergency-access administrative account named Emergency1. 
Emergency1 will be assigned the Global administrator role in Azure AD. Emergency1 will be used 
in the event of Azure AD functionality failures and on-premises infrastructure failures. 
 
You need to reduce the likelihood that Emergency1 will be prevented from signing in during an 
emergency. 
 
What should you do? 
 
A. Configure Azure Monitor to generate an alert if Emergency1 is modified or signs in. 
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B. Require Azure AD Privileged Identity Management (PIM) activation of the Global administrator 
role for Emergency1. 

C. Configure a conditional access policy to restrict sign-in locations for Emergency1 to only the 
corporate network. 

D. Configure a conditional access policy to require multi-factor authentication (MFA) for Emergency1. 
 
Correct Answer: A 
 
 
QUESTION 9 
You have a Microsoft 365 tenant. 
 
All users have mobile phones and laptops. 
 
The users frequently work from remote locations that do not have Wi-Fi access or mobile phone 
connectivity. While working from the remote locations, the users connect their laptop to a wired 
network that has internet access. 
 
You plan to implement multi-factor authentication (MFA). 
 
Which MFA authentication method can the users use from the remote location? 
 
A. a notification through the Microsoft Authenticator app 
B. email 
C. security questions 
D. a verification code from the Microsoft Authenticator app 
 
Correct Answer: D 
 
 
QUESTION 10 
Your company has a Microsoft 365 tenant. 
 
The company has a call center that contains 300 users. In the call center, the users share 
desktop computers and might use a different computer every day. The call center computers are 
NOT configured for biometric identification. 
 
The users are prohibited from having a mobile phone in the call center. 
 
You need to require multi-factor authentication (MFA) for the call center users when they access 
Microsoft services. 
 
What should you include in the solution? 
 
A. a named network location 
B. the Microsoft Authenticator app 
C. Windows Hello for Business authentication 
D. FIDO2 tokens 
 
Correct Answer: D 
 
 
QUESTION 11 
You have an Azure Active Directory (Azure AD) tenant. 
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